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Zařízení Jednotné 
přihlašování

•••••••••••

Uživatelské jméno

Jednoduchá 
správa

Cloud

SaaS
Azure

Office 365Veřejný
Cloud

Další systémy a aplikace

Windows Server
Active Directory

On Premise Microsoft Azure Active Directory



Azure Active Directory

Synchronization or 
federation of 

identities

On-premises 
infrastructure 

integration

Self-service password 
reset with write back 

to on-premises 
directories

Web App Proxy for 
authentication 

against on-premises 
web-based 
applications

User accounts Devices Partner 
collaboration

Customer account 
management

Application 
integration

Administration 

Multi-factor 
authentication (MFA)

Conditional access to 
resources and 
applications

 MyApps Panel
Mobile device 

management with 
Intune

Windows 10 Azure 
AD Join and SSO

Secure collaboration 
with your business 

partners using Azure 
AD B2B collaboration

Self-registration for 
your customers using 
a unique identity or 

an existing social 
identity with 
Azure AD B2C

Deep integration with 
Office 365 features

Pre-integrated with 
thousands of SaaS 

applications

Integration with other 
cloud providers, such as 
Amazon Web Services

Domain Services

Reporting

Global telemetry and 
machine learning

Enterprise scale

Worldwide 
availability 

Cloud App Discovery

Connect Health

PaaS application 
integrationBehavior and risk-

based access control 
with 

Azure AD Identity 
Protection 

Device registration 
and management for 

non-Windows 
devices (iOS, Android, 

Mac)





Cloud Managed Password Hash Sync

Pros:Quick to deploy, same 

password as on-premises

Cons: Currently Not Desktop SSO 

Federated Identity

Pros:Windows Integrated Desktop 

SSO, Client access control, 3rd Party 

MFA integration. 

End to End ongoing, validation and 

support with Office 365

Cons:On premises deployment

Pros:No deployment time, No on-

premises equipment.

Cons: no SSO and Identity lifecycle 

integration with directory on 

premises

3rd Party Federated

Pros: 3rd party tools and services pre-

tested for basic auth scenarios with 

WS-Fed

Cons: Second directory store in cloud. 

Multiple support channels

Provisioning only using PowerShell 

and Graph API























Připojení

k AD ve VM
Připojení k AD v DC přes 

VPN
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